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What is This? 
This document guides you through the various certification program documents, and gives a high 

level overview on how to get your device certified. 

Posted Documents 
01. Read Me First – This document. 

02. Frequently Asked Questions (FAQ) – Answers to common questions. 

03. Program Management Document (PMD) (MFA-PD-MF.001) – The central document 

describing the certification program’s processes, roles and rules. 

04. Interoperability Test Specification (IOP) (MFA-TS-MF.501) – “Real World” test cases 

where a device seeking MulteFire certification is tested against reference 

implementations. 

05. Conformance Test Specification (MFA-TS-MF.502) – Test cases for MulteFire 

certification where the device is tested in a laboratory environment to confirm 

compliance with specific requriements. 

06. Application for Certification Form – The form device makers fill out to start the 

certification process for all types of devices and types of certification. 

07. Certification Program Participation Agreement – A legal agreement that has to be 

executed by companies with devices seeking certification. Commits the company to 

certain actions to maintain certification. 

08. Trademark License Agreement – A legal agreement that has to be executed by companies 

with certified devices that wish to use the MulteFire logo. 

09. Authorized Test Lab (ATL) List – A list of the labs authorized to perform MulteFire 

Certification testing, along with their primary points of contact. 

10. Test Requirements Status List (TRSL) – A listing of the defined MulteFire test cases, and 

giving their development and validation status, and whether they must be run for device 

certification. 

11. Implementation Conformance Statement (ICS) – Filled out by the device maker, this 

document describes the features and capabilities of devices seeking certification. 

12. Interoperability Device List (IDL) – A list of the reference devices used in 

interoperability testing. 

How Do I Get My Device Certified? 
The process is straightforward: 

- Be a member of the MulteFire Alliance in good standing. 

- Fill out an Application for Certification form. 

- Fill out an ICS for your device. 

- Sign the Certification Program Participation and Trademark License agreement. 

- Send all documents to the CA for review and countersigning. 

- Contact an ATL and arrange for testing of your device. 

- Provide the report to CA. 

- Pay the listing fee to MulteFire Alliance (if applicable). 

See the PMD and the FAQ for additional details! 
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